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This Privacy Policy relates only to the use of BlueTrac® products. 

 
 Endur ID Inc. (“Endur ID”) offers its BlueTrac® wearable monitoring devices 
(“Products”) to its customers (“Customers”) for use with individuals under conditional 
or supervised release (e.g., parole, probation, sex offender registration or a 
restraining order) (“Supervised Releasees”).  Customers are generally judicial or 
governmental authorities.  As part of the BlueTrac® solution, Endur ID also provides 
an app and hosted web platform (together, the “Platform”) by means of which 
personnel of Customers may monitor the location of Supervised Releasees.  The 
Platform is currently hosted by Amazon Web Services (the “Host”). 
 
 Through the Products and the Platform, the following personally 
identifiable information (collectively, the “PII”) is collected and processed: 
 
 (a) identity and location of Supervised Releasees on whom Products 
are deployed; 
 
 (b) login credentials and Platform-usage history of Customer 
personnel who are authorized by Customer to use the Platform; and 
 
 (c) login credentials of victims of Supervised Releasees who are 
authorized by the Customer to use the Platform. 
 
 The intended beneficiary of this policy is the Customer.  Each Customer 
will have access to the PII with respect to its Supervised Releasees and its 
personnel.  Supervised Releasees and personnel should look solely to the 
relevant Customer with respect to its and Endur ID’s use of PII and any related 
issues. 
 
 Use and Sharing of PII 
 
 Endur ID will store, access, use or share the PII in accordance with the 
Endur ID Extended Support, Maintenance and Data Security Document and solely to 
perform its obligations under its agreement with such Customer, including: 
 
 (a) operation of the Products and the Platform as intended; 
 
 (b) technical support to the Customer, Customer’s personnel and 
Supervised Releasees; 
 
 (c) maintenance, updates and troubleshooting; and 
 
 (d) retention for such period as may be required by such agreement. 
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 Endur ID may disclose the PII: 
 
 (1) to the Host and other third-party providers as necessary to perform 
its obligations under its agreement with the relevant Customer; 
 
 (2) as required by the relevant Customer; 
 
 (3) as required by law, court order, subpoena or warrant; or 
 
 (4) in the good-faith belief that such disclosure is appropriate to (i) 
avoid liability, (ii) prevent crime, fraud or abuse, (iii) investigate and defend 
against third-party claims, (iv) protect the security or integrity of the Products 
and the Platform, or (v) protect Endur ID’s rights or property, including to 
enforce its agreements, or the rights, property, or safety of others. 
 
 Security 
 
 Customer acknowledges that: 
 
 (a) the PII is stored on the servers of the Host, subject to the Host’s 
privacy and data security policy available on the Host’s website.  Endur ID 
shall not be liable for failures of the Host to perform under such policy; 
 
 (b) the PII is accessible to varying degrees to Customer and its 
personnel through Customer’s and such personnel’s respective networks and 
devices, over which Endur ID has no control; and 
 
 (c) the PII is uploaded to, accessed on and downloaded from the 
Platform over the Internet, over which Endur ID has no control. 
 

Updates to this Policy 
 
 We may revise this policy to reflect changes in our privacy practices.  We 
will indicate the date of the latest revision at the top of this policy. 


